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Abstract: Internet of Things (IoT) is an emerging 

computing concept that describes a structure in 

which everyday physical objects, each provided with 

unique identifiers, are connected to the Internet 

without requiring human interaction. Long-term and 

self-sustainable operation are key components for 

realization of such a complex network, and entail 

energy-aware devices that are potentially capable of 

harvesting their required energy from ambient 

sources. Among different energy harvesting methods 

such as vibration, light and thermal energy 
extraction, wireless energy harvesting (WEHIoT) has 

proven to be one of the most promising solutions by 

virtue of its simplicity, ease of implementation and 

availability. In this proposed project, we present an 

overview of enabling technologies for efficient 

WEHIoT, analyze the life-time of WEH-enabled IoT 

devices. 
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I. INTRODUCTION 

 
Internet of Things (IoT) is an intelligent 

infrastructure of uniquely identifiable devices capable 

of wirelessly communicating with each other, 
services and people on a large scale, through the 

Internet. 

 An IoT system consists of sensors/devices which 

“talk” to the cloud through some kind of 

connectivity.Once the data gets to the cloud, software 

processes it and then might decide to perform an 

action, such as sending an alert or automatically 

adjusting the sensors/devices without the need for the 

user.But if user input is needed or if the user simply 

wants to check in on the system, a user interface 

allows them to do so.Any adjustments or actions that 
the user makes are then sent in the opposite direction 

through the system: from the user interface, to the 

cloud, and back to the sensors/ devices to make some 

kind of change.That’s how an IoT system works at a 

high level.Now we’ll take a deeper dive into each of 

these components to explain what they are, how they 

work, and important considerations for your 

organization as you consider building and/or 

implementing IoT solutions.IoT aims at making the 

Internet ubiquitous and pervasive and has the 

potential to affect the quality of life for the users in 

many aspects. The networked heterogeneous devices 

connected in an IoT structure are typically equipped 

with sensors, controlling processors, wireless 

transceivers, and an energy source (e.g., a battery) to 

monitor their environment and send/receive data. 

 
 

 Applications envisioned for IoT span a wide range of 

fields like home automation, healthcare, surveillance, 

transportation, smart environments and many more. 

One of the dominant barriers in implementing such a 

grandiose scheme is supplying adequate energy to 
operate the network in a self-sufficient manner 

without compromising quality of service. Therefore, 

it is imperative to improve the energy efficiency and 

longevity of devices in IoT. Although there are 

numerous methods to achieve energy efficiency, such 

as using lightweight communication protocols or 

adopting low-power radio transceivers , the recent 

technology trend in energy harvesting provides a 

fundamental method to prolong battery longevity. 

Thus, energy harvesting is a promising approach for 

the emerging IoT . Practically, energy can be 
harvested from environmental sources, namely, 

thermal, solar, vibration, and wireless radio-

frequency (RF) energy sources . While harvesting 

from the aforementioned environmental sources is 

dependent on the presence of the corresponding 

energy source, RF energy harvesting provides key 

benefits in terms of being wireless, readily available 

in the form of transmitted energy (TV/radio 

broadcasters, mobile base stations and hand-held 

radios), low cost, and small form factor 

implementation. This article presents an overview of 

wireless energy harvesting units in the context of 
wireless energy harvesting-Internet of Things (WEH-

IoT) systems. In this scenario, multiple sensor nodes 
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typically transmit data to a common sink node. The 

sink node, also known as gateway, is connected to the 

network and is accessible to the outside world over 

the Internet. 

 

II. RELATED WORK 

A state-space model of wireless power transfer 

(WPT) systems[1] to be used for the purpose of state 

estimation and controller design considering the 

internet of things (IoT) communication networks. 
After expressing the WPT systems into a state-space 

linear equation, the elements of IoT such as sensors 

are deployed to obtain the state information 

Among different energy harvesting methods such as 
vibration, light and thermal energy extraction,[2] 

wireless energy harvesting (WEH) has proven to be 

one of the most promising solutions by virtue of its 

simplicity, ease of implementation and availability. 

In this article, we present an overview of enabling 

technologies for efficient WEH, analyze the life-time 

of WEH-enabled IoT devices, and briefly study the 

future trends in the design of efficient WEH systems 

and research challenges that lie ahead. 

Since each power beacon has a separate local 

oscillator and controller,[3] it is very challenging to 
achieve frequency and phase synchronization among 

power beacons, which is the prerequisite for optimal 

distributed beamforming. In this paper, we study the 

performance of the distributed wireless power 

transfer system with or without the frequency and 

phase synchronization. Based on the experiment and 

simulation results, we show that the distributed 

wireless charging is advantageous in terms of the 

coverage probability as long as the optimal 

distributed beamforming is available in the 

distributed wireless power transfer system. 

The deployment[4] of networks composed of several 
radio frequency (RF) based wireless power transfer 

nodes will be an indispensable component of future 

Internet of Things (IoTs). The natural objective of 

such networks, so called the wireless power transfer 

networks (WPTNs), is to charge the energy receiver 

devices wirelessly as quickly as possible; i.e. 

maximizing the transmitted power. However, a safe-

charging WPTN must also comply with the RF 

exposure regulations and keep electromagnetic 

radiation (EMR) under a predefined threshold. In this 

paper we consider the problem of maximizing the 
transmitted wireless power to the energy receivers 

with subject to the safety constraints. We introduce 

two fully-distributed charging algorithms where the 

energy transmitters communicate only with the 

sensors in their communication range to obtain their 

measurements, perform simple computation steps to 

adjust their power levels and and in turn satisfy safety 

constraints without any global information. To 

support the demand for energy autonomy, many of 

the future IoT edge devices will be powered from 

non-conventional, energy[6] harvesting and wireless 

power sources. While convenient, sustainable, and 

robust, wireless power transfer (WPT) exhibits 

limited efficiency compared with the traditional 

wired power approaches, presenting a primary design 

challenge for practical IoT systems. Non-radiative 
mid-range WPT from a single power source to 

several power loads and from several power sources 

to a single power load has recently been 

experimentally demonstrated. Alternatively, WPT 

among multiple, simultaneously transmitting and 

receiving devices is a primary concern in future IoT 

systems with numerous interconnected heterogeneous 

objects. Furthermore, the dynamic nature of certain 

distributed IoT systems has a significant effect on 

WPT interactions among the numerous, mobile in 

space power devices. WPT that exploits the lossless 

characteristics of strong-coupled resonant regime is 
explored in this work as a method for efficiently 

transferring power among multiple, dynamically 

connected and disconnected IoT end devices. The 

efficiency of the power transfer is investigated in 

dense and sparse IoT systems in terms of the number 

of IoT devices located within limited space. Based on 

the results of this work, interactions among 

wirelessly powered devices have significant effect on 

the power transfer. Efficiency of power transfer 

increases with increasing transmitter-receiver 

coupling. Alternatively, densely clustered power 
transmitters or receivers may degrade the system-

wide power transfer and efficiency. Intuition behind 

systematically optimized utilization of the WPT-

based energy budget in future IoT systems is also 

provided.As portable mobile devices become 

pervasive, charging their[5] batteries has become a 

critical problem. The wireless power transfer (WPT) 

is emerging as a promising technology for wirelessly 

charging electronic devices. WPT has been an 

exciting emerging technology in consumer 

electronics, replacing wired chargers and eliminating 

the need of power cords and chargers. WPT is 
capable of completely disrupting the way that mobile 

devices, cars, and aerial vehicles, operate and obtain 

energy. This paper provides a brief introduction to 

WPT. 

III. METHODOLOGY 
The following components are used to 

realizeWEHIoT . 

 

A. Node MCU (ESP3266) 

B. MQ-7 

C. MT3608 

D. Relay board 

E. Blynk Application in mobile phone 

F. SOLAR PANELS 
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IV. NODE MCU (ESP32S) 

 

Node MCU is an open IoT platform.ESP32 is a 

single 2.4 GHz Wi-Fi-and-Bluetooth combo chip 

designed with the TSMC ultra-low-power 40 nm 

technology. It is designed to achieve the best power 

and RF performance, showing robustness, versatility 

and reliability in a wide variety of applications and 
power scenarios.The ESP32 series of chips includes 

ESP32-D0WDQ6, ESP32-D0WD, ESP32-D2WD, 

and ESP32-S0WD. ESP32 based nodeMCU has 8 

ADC channels, on pins 32 through 39, but only 6 are 

actually usable since pins 37 and 38 are not exposed 

from the chip to a header pin.  By default the ESP32 

has a 12 bit resolution meaning the analogRead() 

function will return a value from 0-4096. If we divide 

3.3 by 4096 you can see that we can decipher 

between voltages of about .8 millivolts using this 

ADC. The ESP32 is clearly superior when it comes 
to analog output.  Not only does it handle its pwm 

generation independent from the main processor, but 

it also has a true DAC, which means it doesn’t just 

simulate different voltages by outputting a PWM 

signal, it can actually output voltages between 0 and 

3.2 volts. 

 

MQ7

 
CO is toxic to humans when the concentration is 

above 35 ppm. The source of CO is produced from 

the partial oxidation of carbon containing 

compounds. For example, the gas does not burn fully. 

Particulate matter (PM) is a mixture of small particles 

found in the air . Small particles with a diameter of 

10 μA(Micro ampere) or less can be inhaled that 

causing serious health issues to lungs. Particles with a 

diameter less than 2.5 μm(micro mole) (PM2.5) can 

go deeper into our lungs and they can be more 

dangerous than Bigger particles ranged between 2.5 

and 10 μm (PM10).  

The MQ-7 is a Carbon Monoxide (CO) sensor 
suitable for sensing CO concentrations in the air. It 

can detect CO-gas concentrations anywhere from 20 

to 2000 ppm.It make detection by method of cycle 

high and low temperature, and detect CO at low 

temperature.It is widely used in domestic CO gas 

leakage alarm, industrial CO gas alarm and portable 

CO gas detector 

V. MT3608 

 

The MT3608 is a constant frequency, 6-pin SOT23 

current mode step-up converter intended for small, 

low power applications. The MT3608 switches at 

1.2MHz and allows the use of tiny, low cost 

capacitors and inductors 2mm or less in height. 

Internal soft-start results in small inrush current and 

extends battery life. The MT3608 features automatic 

shifting to pulse frequency modulation mode at light 

loads. The MT3608 includes under-voltage lockout, 

current limiting, and thermal overload protection to 

prevent damage in the event of an output overload. 

The MT3608 is available in a small 6-pin SOT-23 

package. 

VI. RELAYS 

 

 

   A relay is an electromagnetic switching device 

consisting of an armature which is moved by an 
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electromagnet to operate one or more switch 

contacts. Some advantages of relays are that they 

provide amplification and isolation and are straight 

forward. Here we are using 5v 4-channel relay 

interface board, and each channel needs a 15-20mA 

driver current.it can be used to control various 
appliances and equipment with large current relays 

that work under AC250V 10A or DC30V 10A.it has 

a standard interface that can be controlled directly by 

microcontroller. 

VII. SOLAR PANELS 

 

Solar cells are merged into larger units – the panels – 

in panel production. They are framed and weather-

proofed. The solar energy panels are final products, 

ready to generate power. Sunlight is converted into 

electrical energy in the panels. The direct current 

produced this way is converted to alternating current 
by a device called an inverter so that it can be fed 

into the utility grid or, if applicable, straight into the 

house. 

VIII. BLYNK APPLICATION ON 

SMARTPHONES 

Blynk is third party app which has interfaces in both 

iOS and Android phones mainly used to control Node 
MCU , Raspberry Pi . The graphic interface can be 

built in the digital dashboard by simply dragging and 

dropping widgets. It is provided as a tool for user to 

make IOT design automation.  

The proposed system is implemented using Node 

MCU due to its cost effectiveness and ease of 

development. In this method, all the sensors are 

connected to the Node MCU board and the results 

can be seen in Smart phone via a Blynk app. In our 

simulation setup Temperature variation is detected by 

the sensor. This will trigger the system to turn on the 

relay which intern controls the fan to regulate the 

temperature. We will collect all required statistics 

from nodes. AI technique is used to analyze all these 

captured statistics to derive at user pattern. Example 

being traffic bandwidth requirement of each node 

based on traffic from connected sensor. 

IX. PROPOSED BLOCK DIAGRAM 

 

Figure :Proposed System block diagram 

   As shown in fig,MQ7 Sensors are connected to 

nodemcu that is ESP32S .ESP32 is a single 2.4 GHz 
Wi-Fi-and-Bluetooth combo chip designed with the 

TSMC ultra-low-power 40 nm technology.These 

sensor data is periodically updated in Blynk app 

present in smart phone. If any IOT device encounters 

power low, load  is switched from one to another 

relay. These relays will be powered by batteries 

which are charged regularly with solar panels. once 

the load is switched an notification will be sent to 

Blynk app requesting for on and off mode.  

X. Flow chart 
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XI. RESULTS AND DISCUSSION 

The result that have been obtained from above setup 

can be seen in Blynk app as captured below. 

 

 

Figure  result as captured in Blynk App. 

 

CONCLUSION AND FUTURE SCOPE 

     The energy harvesting techniques for Internet of 

Things (IoT) services and applications. Over 50 

billion multi-role devices, capable of sensing and 

actuating, will be installed by 2025, which shows a 

tremendous growth in the number of devices and 
creates new challenges and opportunities. A major 

burden is powering these devices, as using the main 

power and batteries is mostly restricted due to the 

small sizes of many devices and the fact that these 

devices are installed in hard-to-reach areas, where 

regular battery maintenance is impractical and very 

expensive. A viable solution is to use energy 

harvesting techniques to harvest energy from 

environment and provide enough energy to the 

devices to perform their operations. This will 

significantly increase the device life time and 

eliminate the need for the battery as an energy source 
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